
The 9500 alliance is our answer to these
challenging needs. While each company in the
alliance is an expert in its own field (cyber
security, web intelligence, influence defense,
physical security and more) they all know how
to join efforts in different combinations to
provide tailor made solutions that integrate
with the clients’ existing capabilities to
provide end-to-end solutions. 

The Solution

With dedicated teams, specializing in different aspects 
of security, protection, intelligence and investigations, 
9500 alliance provides:

About  Us

9500 alliance is a group of 9 companies providing

adaptive solutions for governments in the fields

of intelligence and security, both physical and

cyber, covering all operational needs.

In today’s world, countries are confronted
with multiple risks, including physical
security risks, cyber security risks, influence
risks and financial crime risks. 
Each risk needs its own solution with its
specific expertise. 

In recent years these risks converged in
different ways and combinations (physical
and cyber, cyber and hostile influence etc.),
imposing multi-dimensional risks.

Although these converged risks call for
multi-dimensional solutions (in ever
changing combinations), still  most countries
have only parts of the solution, and thus they
need complementary capabilities.

Each service can be provided as a stand-alone , 
or can be combined with other services, 
to fully answer clients’ specific needs. 
We also provide training courses and capacity

building (we design, equip, train, and help running

operational centers for cyber security, influence

defense, web intelligence and financial

investigations). 

The Need

For the client it is a one stop shop with
a single point of contact, just like a
large conglomerate of security and
intelligence services, but with the
added value of agile, adaptive, and
leading in their fields’ teams. 

Cyber security and cyber threat intel l igence 
Physical security and physical security related intel l igence 
Influence defense and influence operations
Web intel l igence
Financial investigations

Most advanced technology

Most up-to-date methodology      

Understanding the attacker’s perspective

Experience to provide exactly what you need in the highest quality 

Our unique offering:



Mitigating  hostile Influence attacksIntelligence and investigations

Cyber security services - from SOC to penetration tests, 
from security procedures to incident response.



Mobile phones security - analyzing mobile phones 

for suspicious behavior.



Cyber threat intelligence - providing intelligence 
about hackers and cyber-attacks.




Physical security: training law enforcement 
and army units.



Physical security related intelligence, including OsInt, 

imagery analysis and more.



Influence defense - identifying and countering 
hostile influence campaigns, 

taking down executive impersonations.  



Running campaigns - for better population resilience, 
counter campaign, positive campaigns.




Web intelligence and investigations - 
from the open web, social media and dark web.



Financial intelligence and crypto currencies investigations.




Mit igat ing cyber  secur i ty  r isks Mit igat ing physical  r isks



Our web intelligence team provides high-end

intelligence services, training, and support 
to state organizations. 
The team is the trusted advisor and service

provider of state organizations worldwide. 

Our cyber security team is comprised

of leading experts, veterans of elite IDF

& ISA operational and technological

units.

We have decades of accumulated

experience in identifying and analyzing

threats, reducing exposure and

countering hostile activity. 

Our counter influence campaigns team

and influence operations team are

among the most experience teams in the

world, mastering both the defender's and

the attacker's sides. 

972- 54- 918 1924

office@9500.group

www.9500.group  |  www.r-variations.com

Why Us?

Our physical security team has over 25

successful years in the security sector,

providing the tools to enable operational

continuity in some of the most challenging 
and fragile environments. 


